***NON-PROFIT SECURITY GRANT PROGRAM (NSGP)***

***ALLOWABLE EQUIPMENT - FY2024 APPLICATION GUIDE***

*Proposed equipment costs associated using the NSGP can only be from the allowable categories provided above and must be included in the nonprofit organization's Investment Justification.*

*Allowable equipment under the NSGP only in the following categories on the Department of Homeland Security Authorized Equipment List.*

|  |  |
| --- | --- |
| 03OE-03-MEGA | *System, Public Address, Handheld or Mobile* |
| 04AP-05-CRED | *System, Credentialing* |
| 03OE-03-SIGN | *Signs: warning, evacuation, etc .* |
| O4AP-09-ALRT | *Systems, Public Notification and Warning* |
| 04AP-11-SAAS | *Applications, Software as a Service* |
| 05AU-00-TOKN | *System, Remote Authentication* |
| 05EN-00-ECRP | *Software, Encryption* |
| 05HS-00-MALW | *Software, Malware/Anti-Virus Protection* |
| 05HS-00-PFWL | *System, Personal Firewall* |
| 05NP-00-FWAL | *Firewall, Network* |
| 05NP-00-IDPS | *System, Intrusion Detection/Prevention* |
| 06CP-01-PORT | *Radio, Portable* |
| 06CP-01-REPT | *Repeaters* |
| 06CP-02-PAGE | *Service/Systems, Paging* |
| 06CP-03-ICOM | *Intercom* |
| 06CP-03-PRAC | *Accessories, Portable Radio* |
| 10GE-00-GENR | *Generators* |
| 13IT-00-ALRT | *System, Alert/Notification* |
| 14CI-00-COOP | *System, Information Technology Contingency Operations* |
| 14EX-00-BCAN | *Receptacles, Trash, Blast-Resistant* |
| 14EX-00-BSIR | *Systems, Building, Blast/Shock/lmpact Resistant* |
| 14SW-01-ALRM | *Systems/Sensors, Alarm* |
| 14SW-01-ASTN | *Network, Acoustic sensors/nodes* |
| 14SW-01-DOOR | *Doors and Gates, Impact Resistant* |
| 14SW-01-LITE | *Lighting, Area, Fixed* |
| 14SW-01-PACS | *System, Physical Access Control* |
| 14SW-01-SIDP | *Systems, Personnel Identification* |
| 14SW-01-SIDV | *Systems, Vehicle Identification* |
| 14SW-01-SNSR | *Sensors/Alarms, System and Infrastructure Monitoring, Standalone* |
| 14SW-01-VIDA | *Systems, Video Assessment, Security* |
| 14SW-01-WALL | *Barriers: Fences; Jersey Walls* |
| 15SC-00-PPSS | *Systems, Personnel/Package Screening* |
| 21GN-00-INST | *Installation* |
| 21GN-00-TRNG | *Training and Awareness* |
| Contract Security | *Contract security – private contract personnel/guards* |
| Exercise | *Exercise* |
| M&A | *Management & Administration* |
| Planning | *Planning* |

*Telecommunications Equipment/Services*

*Prohibitions on Expending FEMA Award Funds for Covered Telecommunications Equipment or Services Recipients and subrecipients of FEMA federal financial assistance are subject to the prohibitions described in section 889 of the John S. McCain National Defense Authorization Act for Fiscal Year 2019 (FY 2019 NDAA), Pub. L. No. 115-232 (2018) and 2 C.F.R. § § 200.216, 200.327 200.471, and Appendix II to 2 C.F.R. Part 200. Beginning August I3, 2020, the statute - as it applies to FEMA recipients, subrecipients, and their contractors and subcontractors*

*- prohibits obligating or expending federal award funds on certain telecommunications and video surveillance products and contracting with certain entities for national security reasons.*